3GPP TSG-SA5 Meeting #143-e 	S5-223515
e-meeting, 9 - 17 May 2022

Source:	3GPP SA6
Title:	LS on Issues Network Slice information delivery to a 3rd party
Document for:		Information, discussion
Agenda Item: 6.1

3GPP TSG-SA WG6 Meeting #48-e	S6-220975
e-meeting, 5th – 14th April 2022	(revision of S6-22xxxx)

Title:	LS on Issues Network Slice information delivery to a 3rd party
[bookmark: OLE_LINK58][bookmark: OLE_LINK57]Response to:	
[bookmark: OLE_LINK60][bookmark: OLE_LINK61][bookmark: OLE_LINK59]Release:	Rel-18
Work Item:	FS_NSCALE

[bookmark: OLE_LINK14][bookmark: OLE_LINK12][bookmark: OLE_LINK13]Source:	SA6
[bookmark: OLE_LINK42][bookmark: OLE_LINK44][bookmark: OLE_LINK43]To:	SA1, SA5
[bookmark: OLE_LINK45][bookmark: OLE_LINK46]Cc:	

Contact person:	Sungjin Park
	Sungjin43.park@samsung.com
	
Send any reply LS to:	3GPP Liaisons Coordinator, mailto:3GPPLiaison@etsi.org

Attachments:	None

1	Overall description
SA6 is investigating the Network Slice Capability Exposure for Application Layer Enablement as part of a Release 18 Study Item (FS_NSCALE, TR 23.700-99), and introduces a Network Slice Capability Enablement (NSCE) service to support the exposure of 3GPP-provided services related to slicing (from OAM and 5GC), to the 3rd party vertical customer. NSCE can be deployed by the MNO, a trusted 3rd party (e.g. edge/cloud provider), or by the vertical customer.
The NSCE layer can provide a capability for 3rd parties on top of existing network slice provisioning MnS, defined by SA5 [TS 28.531], to support creating, modifying and deleting the network slices.  NSCE server can utilize slice management functionality provided via network slice provisioning MnS and input from 3rd party (slice end customer) to provide additional functionality for defining slice parameters and automation of operations. The NSCE server can be deployed by MNO to offer services towards 3rd party slice end-customer. The NSCE server can be deployed by NSCE service provider outside of MNO domain.
SA1 has requirement in TS 22.261 clause 6.10:
“Based on operator policy, a 5G network shall provide suitable APIs to allow a trusted third-party to create, modify, and delete network slices used for the third-party.”
In order to satisfy the above requirement, SA6 has agreed KI#13, KI#14 and is discussing possible solution where the 3rd party (NSCE customer being the slice end customer) should know the Network Slice existence and its characteristics (e.g., S-NEST or P-NEST) which MNO can provide, prior the slice creation. The NSCE server can support exposing Network Slice information for existing slice to 3rd party (slice end customer), indicating the network capabilities that the 3rd party is authorized to use. Based on slice information with parameters (e.g. maximum number of UEs), the 3rd party (NSCE customer being the slice end customer) can decide whether to use slice services from the network slice provider. The hardware resource capacity is not included in the Network slice information. It is assumed that there is pre-existing business relationship between the network slice provider and that trusted 3rd party (e.g. SLA), and the commercial / charging aspects are out of scope of SA6. 
Some companies in SA6 have proposed that Network Slice information can contain the network slice capability such as the S-NEST (Standardized Network Slice Type) or P-NEST (Private Network Slice Type). The provided Network Slice information can help the 3rd party to recognize what kind of capabilities existing Network Slice can support. The 3rd party (NSCE customer being the slice end customer) can make a decision whether to request a Network slice with standardized network slice type or with private network slice type to the NSCE server.  
SA6 is considering a solution about a 3rd party (NSCE customer being the slice end customer) being informed of the existence and parameters of Network Slice by the NSCE server (acting as NSP), which is authorized to manage information of Network Slice for that 3rd party.
It was debated whether NSCE server is allowed to act as a middle layer for exposing network slice information, or such information can be exposed only via BSS. Alternatively, NSCE server could obtain such information and trigger the network slice creation without exposing further information towards the 3rd party (NSCE customer being the slice end customer). 
SA1 has requirement in TS 22.261 clause 6.10: 
“The 5G system shall be able to:
-	provide a third-party with secure access to APIs (e.g. triggered by an application that is visible to the 5G system), by authenticating and authorizing both the third-party and the UE using the third-party's service.
-	provide a UE with secure access to APIs (e.g. triggered by an application that is not visible to the 5G system), by authenticating and authorizing the UE.
-	allow the UE to provide/revoke consent for information (e.g., location, presence) to be shared with the third-party.
-	preserve the confidentiality of the UE's external identity (e.g. MSISDN) against the third-party.
- provide a third-party with information to identify networks and APIs on those networks.”
It would be useful to get SA1 views whether “information” in the last bullet requirement includes network slice information to be provided towards a 3rd party (slice end customer).
Based on the above described capability of NSCE, it would be also useful to get SA5 views on: 
- Whether and how the network slice information exposure of existing slices towards third-party slice consumer/customer is supported by SA5. Can the “ServiceProfile” be exposable as part of this information?
- Is the SA5 understanding, that an authorized by the MNO trusted 3rd party (NSCE server / AF) can consume on behalf of the vertical and re-expose network slice information of existing slices towards third-party slice consumer/customer?
- From SA5 viewpoint, are there any foreseen implications and needed enhancement related to charging and BSS involvement for the network slice information delivery?

2	Actions
To SA1 
ACTION: 	
Q1: Does SA1 consider that exposing of network slice information about slices which MNO is capable to provide, towards third-party (NSCE customer being the slice end customer) is implied in SA1 requirements?
Q2: If network slice information about existing slices needs to be exposed, what parameters (e.g. maximum Number of UEs) have been identified to be included in such exposure?
To SA5 
ACTION: 	
Q1: Is the SA5 understanding, that an authorized by the MNO trusted 3rd party (NSCE server / AF) can consume on behalf of the vertical and re-expose network slice information of existing slices towards third-party slice consumer/customer?
Q2: Is SA5 working on network slice information exposure of existing and possible slices towards third-party slice consumer/customer? 
Q3: If answer to Q2 is “yes”, does it include information about ServiceProfile? 
Q4: If answer to Q2 is “no”, is the SA5 understanding that NSCALE (given that it is an authorized by the MNO trusted 3rd party) can expose network slice information of existing slices towards third-party slice consumer/customer or BSS should be responsible for such exposure and this is out of SA6 scope?
Q5: SA6 asks SA5 whether the charging aspects (e.g. slice offering/creation/modification) triggered by the NSCALE layer will be handled by SA5.
3	Dates of next TSG SA WG 6 meetings
SA6#49-e          16th May – 24th May 2022 	e-meeting
SA6#49-bis-e     22nd June – 1st July 2022 	e-meeting
